At National Online Safety, we believe in empowering parents, carers and trusted adults with the Information to hold an informed conversation about online safety with their children, should they feel
itis needed. This guide focuses on one of many apps which we believe trusted adults should be aware of. Please visit www.nationalonlinesafety.com for further guides, hints and tips for adults.
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f h lg has downloaded Wizz, talk to them about why they like When connecting with strangers on apps like Wizz, AN
: o‘ve chatted with. ; s m&gn {qx nal rul seemingly innocent chats can quickly progress to become sexuall
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consider using a similar app with more robust safety features. reassure them that you’ll support them no matter what.

' EMPHASISE CAUTION KEEP THINGS TRANSPARENT

y ._nggpoopln are far more inclined to see the good in others; they often 4 It might feel awkward, but regular chats about your child’s online & n
L ook the fact that scammers set up fake accounts on apps like this life can be beneficial. If they seem suddenly anxious or secretive 4
with the intention of getting money or personal data. Remind them around their Phcna or tablet, t_heY may have something they need
that not everyone online is who they claim to be, how easy it is for to get off their chest. You could also consider not allowing digital
someone to create a bogus profile, and why it's vitdl to think twice devices in their bedroom, especially overnight - that's when'a lot
about sharing anything on networking apps. | of the riskier conversations on apps like Wizz tend to take place.
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